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Annahme: keine kryptographisch relevante Anwendung von Quantencomputern

Sicherheitsniveau von mindetens 100-Bit (ideale Entropie)

Blockchiffren mit Blockgrösse >= 128-Bit 🡪 sonst zu häufiger Schlüsselwechsel nötig

Hashlänge mindestens 256-Bit
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    1. Verschlüsselung mit Datenauthentifizierung(Secure Messaging)
       1. Kombination aus Kap 2 und 5 MAC's
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